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Artificial Intelligence in Cyber Security for Industry 4.0

Abstract
The recent White House report on artificial intelligence (AI) highlights the importance of AI and the need for a clear roadmap and strategic investment in this area. 
As AI emerges from science fiction to become the frontier of world-changing technologies, there is an urgent need to systematically develop and implement AI 
to see its real impact in the next generation of industrial systems, known as Industry 4.0. This article provides an overview of the current state of AI in industrial 
applications and offers our contribution to the deployment of AI in cybersecurity for Industry 4.0.
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